
                         Information Technology Services Policy  
Title: Acceptable Use Policy for University Computer Labs 

Last Updated: July 2024   Page 1 
 

Acceptable Use Policy for University Computer Labs  DRAFT 

Policy Title:   
Acceptable Use Policy for University Computer Labs 
 
Responsible Executive(s): 
Jim Pardonek, Director and Chief Information Security Officer 
 
Responsible Office(s): 
University Information Security Office 
 
Contact(s): 
If you have questions about this policy, please contact the University Information Security 
Office. 

 

 

I.  Policy Statement  

The Acceptable Use Policy for University Computer Labs ensures a safe, secure, and 
productive environment for academic and research activities. The policy prioritizes lab 
use for educational purposes and mandates respectful behavior to maintain a 
conducive environment. It strictly prohibits unauthorized access, malicious activities, 
inappropriate content, commercial use, and misuse of resources. Users must comply 
with software licensing agreements and are prohibited from tampering with hardware. 
The policy emphasizes the importance of data privacy and security, both personal and 
university related. Compliance is enforced through monitoring, and violations may 
result in disciplinary action. 

II.  Definitions  
 
Not applicable. 
 

III.  Policy  

Introduction 

This Acceptable Use Policy (AUP) outlines the expectations and responsibilities of all 






